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Introduction
In the European theater, we sometimes find Russian motives 
and actions confusing. We can readily identify that they are 
competing with the West in all domains, yet we struggle to 
characterize Russian activity as aggressive, defensive, pro-
vocative, or simply prudent. Moreover, we have difficulty 
classifying their actions, using the terms interchangeably 
such as asymmetric, irregular, hybrid, and gray zone. In or-
der to understand and describe their behavior, we must 
view the strategic operational environment through their 
perspective. This article summarizes a tool we have used in 
the U.S. Army Europe G-2/66th Military Intelligence Brigade 
analysis and control element to help us understand Russian 
actions.

The Ambiguous Strategic Environment
Among intelligence analysts and defense intellectu-

als, there is a thriving discussion about new technologies, 
the changing character of war, and the blurring spectrum 

of conflict. We are struggling to understand our competi-
tors’ actions as they increasingly explore ways to sidestep 
Western military might. The ambiguous strategic environ-
ment generates increased risk for miscalculation and de-
mands a shared understanding of Russia’s means to ends to 
enable the Army to compete and win in multiple domains.

The multi-domain operations construct posits that our 
competitors will engage us using all means necessary to 
achieve their political objectives. The competition phase 
is critically important for them because, like most nations, 
they do not want to go into armed conflict if they can 
achieve their goals in the competition phase. Therefore, 
they employ a broad range of options, drawing from their 
total capabilities, both military and non-military, to achieve 
their ends. As they attempt to mitigate our strengths and 
gain advantage, they make every effort to remain below the 
threshold that would trigger armed conflict (Figure 1).

Figure 1. China and Russia in Competition and Armed Conflict1
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Ultimately, what we observe the Russians doing in the 
United States European Command (EUCOM) area of re-
sponsibility is rooted in history. The principles of war remain 
unchanged, and the strategic objectives of combatants and/
or competitors, if they change at all, remain largely constant 
over time. What compounds our confusion about Russian 
actions is the observable fact that the Russians are leverag-
ing the whole of Russian society to apply modern capabili-
ties/technologies in creative ways to established concepts. 
They are intentionally blurring the line between competition 
and conflict by applying not strictly a whole-of-government 
but rather a “whole-of-Russia” approach that comprises el-
ements outside the Russian government. Applying some ba-
sic intelligence preparation of the battlefield (IPB) elements 
can help clear up some of the mystery by looking at Russia’s 
theater campaign from the operational level of war.2

Russia does not have a monopoly on realpolitik—almost 
all nation states act pursuant to their survival, applying all el-
ements of power to ensure regime survival, expand wealth, 
and advance their nation in the international system. Russia 
is a nation state with its will and means coalesced under 
a ruling power structure that is less democratic than we 
prefer—enabling greater agility and capacity to meet chal-
lenges with a whole of society response. For contrast, the 
United States demonstrated the power of its will and means 
working in concert in World War II, followed by a whole of 
Western society containment strategy in the Cold War. Since 
the end of the Cold War, the West has rightfully focused its 
attention on violent extremism, presenting an opportunity 
for Russia, and China, to modify their strategy to address a 
Western military overmatch.

The Russian Perspective
As the Russians look over the horizon to the west, what 

they see since the Soviet collapse in 1992 is a loss of sub-
stantial operational depth that has subsequently been 
backfilled by North Atlantic Treaty Organization (NATO) ex-
pansion and more recently by the deployment of additional 
NATO ground forces. For historical reasons, the operational 
depth afforded by the occupation of Eastern Europe figured 
prominently in Russian security; now a potential threat from 
the West is no longer 2,000 kilometers away—it is 600 kilo-
meters to Moscow, a net loss of 870 miles.  Former Defense 
Secretary Mark Esper’s July 2020 announcement regarding 
the relocation of United States land forces from Germany to 
Poland only corroborates Russia’s fear. A theater strike ca-
pability from air and sea comes from across the Atlantic and 
over the Arctic and polar cap, compounding Russia’s threat 
perception. Figure 2 (on the next page) represents what 
might be Russia’s perspective of NATO and European Union 
activities currently and since the 1990s.

The map shown in Figure 3 (on the next page) is straight 
from Russia’s National Security Strategy of 2015. As should 
be clear from the highlighted entries, the threat from 
NATO that Russia perceives is heavily in its security calcu-
lus. The annotations on the map also make clear that the 
Russians remain very concerned about conflict and instabil-
ity in Southwest Asia, especially the threat from Islamic ex-
tremism from the north Caucasus. Russian Foreign Minister 
Sergey Lavrov recently articulated these concerns when 
reflecting on the United States-NATO exercise DEFENDER-
Europe 20: “Although the entire space there is oversatu-
rated by military facilities and weapons, although NATO’s 
eastward expansion has already created serious problems in 
the field of strategic stability in Europe, the merger of NATO 
and the [European Union] EU is continuing. NATO members 
have been trying to hold joint exercises and trying to plug in 
neutral EU members, such as Finland and Sweden.”3

Russian Ground Force Dispositions
As part of their effort to organize the operational environ-

ment, the Russians divide it into three zones: the disrup-
tion zone is roughly equivalent to our deep area; the battle 
zone is roughly equivalent to our close area, and the sup-
port zone is the equivalent of our rear area. The battle zone 
is where the conflict and the competition for resources and 
allies take place in what the Russians call the “near abroad,” 
or the former Warsaw Pact states and the former Soviet 
Republics lost after the Soviet collapse.

After many years of insufficient political backing and re-
sourcing, the poor performance in 2008’s small war with 
Georgia focused Russia’s military leadership, and force mod-
ernization efforts began in earnest. They gave initial prior-
ity to units in the Southern Military District to contend with 
the Islamist threat in the North Caucasus. More recently, 
Russia has reconstituted a number of heavy divisions along 
the border with Ukraine and NATO’s eastern flank.

In addition to building up its ground forces capabilities in 
the Western and Southern Military Districts, Russia has con-
structed a complex system of air defense and fires based on 
the Russian exclave of Kaliningrad. As can be seen from the 
map in Figure 4 (on page 47), it provides a complex, layered, 
and redundant antiaccess and area denial capability with 
complementary fires that can range virtually all European 
port facilities. Similar efforts are underway in Crimea as 
Russia attempts to reconstruct a protective glacis in the 
western, southwestern, and southern strategic directions.

Although our (U.S. Army Europe) focus is primarily on 
Russian land power, or ground forces activities in EUCOM’s 
area of responsibility, we are aware of and monitor Russia’s  
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Figure 2. The Russian Perspective4

Figure 3. The Russian Perspective: Threats to the Military Security of the Russian Federation5
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activities across the diplo-
matic, information, military, 
and economic spectrum, also 
known as DIME (Figure 5, on 
the next page). The activities 
listed in the figure are pri-
marily everyday observables, 
and we could classify them as 
tactical moves. As should be 
clear from the figure, Russia’s 
military activities in the area 
of responsibility comprise just 
a small percentage of the 
Russian Federation’s activities. 
This list is meant to be repre-
sentative, not comprehensive. 
Still, it represents a broad 
spectrum of activity, some of 
which is normal statecraft, 
some of which is aggressive 
and/or illicit. As mentioned 
earlier, the Russians intention-
ally blur the lines between the two. Our challenge is that 
while we generally have fairly good fidelity on Russian ac-
tivities from which we can compile and catalog long lists of 
actions, how do we connect means to ends?

A long list of activities constitutes a lengthy catalog of mea-
sures of performance, which can result in confusion—how 
to sort out what the Russians are doing and why? By bridg-
ing the gap at the operational level and connecting means 
to ends, we can clarify what the Russians hope to accom-
plish and make better sense of seemingly unconnected or 
discrete activities across the area of responsibility. Ideally, 
with better understanding, we can begin to anticipate our 
adversary’s future moves.

We can expand warfighting functions to many forms of 
competition.6 For instance, if one were going to start a car 
dealership, one would need first to do market research 
(intelligence) to determine where to set up. Advertising is 
necessary and could be considered a form of information 
operations (fires), and we would need to find sources for 
inventory, electricity, warehouses, and showrooms (sustain-
ment). Someone would have to be in charge and have re-
sponsible individuals on hand to perform various functions 
to keep things running (mission command). Another exam-
ple might be a political campaign during which surveys are 
conducted and demographic data collected (intelligence), a 
campaign manager and their staff appointed (mission com-
mand), and advertising bought and disseminated (fires), 
and so on.

The Operational Environment and Framework
Importantly, the Russians do not use “warfighting func-

tions” as a doctrinal construct,7 but we choose to bin what 
we see them doing in a construct familiar to us as a concep-
tual handrail for our own basic understanding. If we take 
what the Russians are doing, and bin their activities across 
the warfighting functions, it helps to simplify the picture. 
The warfighting functions depicted in black in Figure 6 are 
what we would expect in a conventional military conflict, or 
in their concept “linear warfare.” 

But, what we are confronting in competition bears more 
resemblance to their concept of “nonlinear” warfare or 
conflict. In competition, the Russians are taking a “whole-
of-Russia” approach to apply new (modern) capabilities/
technologies to established concepts. Plotting Russian ac-
tivity in our operational environment—across the area of 
responsibility by warfighting function—looks something like  
what is shown in Figure 7 (on page 48).

Insert another caveat: We accept that using tactical sym-
bology for an operational-level graphic is not doctrinally 
correct. However, feedback from a wide range of senior and 
allied audiences to whom we presented this concept con-
vinced us there is value in using this framework to help visu-
alize the operational environment in competition. From the 
map in Figure 8 (on page 49), with the warfighting functions 
plotted in time and space, we can derive this operational 
graphic for the area of responsibility.

Figure 6. Russian Activities Categorized as Warfighting Functions
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Figure 4. Russian Ground Force Dispositions in the Western Strategic Direction

Figure 5. Representative Russian Activities in Competition
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Figure 7. Visualizing the Operational Environment

The following points should be clear:

 Ê The decisive operation is to ensure regime survival. 
Everything else is a supporting effort. This is normal na-
tion state behavior, exhibited especially by nations with 
an autocrat at the helm who is preoccupied with both 
internal and external threats. Even in Western democ-
racies, regime turnover creates staggering instability 
and presents a major security risk to a population.

 Ê While focused on retaining key terrain, Russia is com-
mitted to undermining the cohesion of NATO. Russia is 
employing integrated operations (political, information, 
economic, and military) across multiple domains to  
isolate the Baltics, Turkey, and the Caucasus states while 
simultaneously conducting disruption in Scandinavia, 
NATO countries, and the Central Asian states. Creating 
fissures in NATO deprives the United States of its prin-
cipal power projection platform and restores Russia’s 
principal military strength—mass. The West created 
an opportunity when we misapplied our own world-
view to Russia and assessed Russia as European after 
the collapse of the Soviet Union, seeking to bring them 
into the NATO tent in the fight against violent extrem-
ism. We were disappointed when Russia acted as a dis-
tinct Eurasian nation state, wholly apart from Western 

Europe, that rejected a progressive NATO encroach-
ment toward Moscow.

 Ê We see Russia is aggressively conducting intelligence 
collection against its adversaries, both foreign and do-
mestic, throughout the breadth and depth of the area 
of responsibility and using intelligence, information 
confrontation, and influence to retain its own freedom 
of action and initiative in both the European regional 
and global contexts.

Russian Maneuver Space
As a result of fixing NATO’s attention on its eastern flank 

(Figure 9, on the next page), preventing Ukraine and Georgia 
from joining NATO, isolating Turkey through diplomatic ad-
vances and military cooperation, and staving off the col-
lapse of Syrian President Assad’s regime, Russia has created 
maneuver space for itself in Southwest Asia.

By financing opposition parties and conducting aggres-
sive information operations in France and other European 
countries, Russia is attempting to undermine the cohesion 
of NATO and the European Union. The provision of medical 
supplies to Italy during the early days of the coronavirus dis-
ease 2019 pandemic is a form of Russian fires, or information 
operations. Using energy transfers to attain leverage over 
European partners is another form of fires or sustainment. 
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Figure 8. Russia’s Operational Framework

Figure 9. Eastern Flank/Baltics
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By applying pressure and intimidation on the Baltic, Russia 
has forced NATO to increase its forward force posture, 
which potentially undermines NATO’s cohesion by putting 
additional strain on countries that have a primary threat fo-
cus on terrorism or illegal migration from North Africa.

In the Black Sea/Caucasus Region (Figure 10, on the next 
page), Russia wants to neutralize Ukraine as a threat while 
simultaneously keeping it out of NATO and other European 
institutions. Russia views retaining Crimea as vital to its stra-
tegic interests. A simple review of the geography reveals 
Crimea as key terrain. Applying pressure to Georgia keeps 
it isolated, while maintaining security cooperation with 
Armenia and supporting local conflicts helps Russia sustain 
its influence in this energy-rich region.

In the Balkans and along NATO’s southern flank (Figure 11,  
on the next page), Russia is attempting to gather intelli-
gence while undermining alliance cohesion using infor-
mation operations and manipulating the refugee crisis. In 
addition, the Russians are providing military aid to Serbia in 
an attempt to isolate it from membership in western insti-
tutions. In Serbia, and in Bulgaria, Russia is using a shared 
cultural identity (Orthodox Christianity) as a lever between 
their populations and the West. The cumulative effect is to 
create a sense of isolation in Romania, an important NATO 
ally in the Black Sea region.

Conclusion
While it may appear the Russians are conducting a broad 

range of discrete actions across the Eurasian landmass, it 
is actually a campaign across the theater. The Russians are 
employing new technologies and techniques to accomplish 
traditional tasks, which often obfuscates their intent or pur-
pose. Russia remains opportunistic, but their actions are 
strategically defensive. For example, in Syria and Ukraine, 
the Russians are gaining valuable experience in expedition-
ary warfare—experience they can selectively draw on to im-
prove their capabilities in the Western strategic direction. 
Through some basic tools from the IPB process, we can plot 
their activities on a map, visualize relationships between 
them, and begin to identify the connections between seem-
ingly disconnected actions and strategic objectives.

What the Russians are doing on NATO’s eastern flank 
and elsewhere does not constitute a new form of warfare. 

Rather, it is a creative application of the warfighting func-
tions using a “whole-of-Russia” approach in competition. By 
simplifying what we are observing and focusing on the op-
erational level of war, we are better able to connect seem-
ingly discrete events and paint a more accurate picture of 
what Russia is attempting in EUCOM’s area of responsibility. 
Nevertheless, Russian modernization and evolved doctrine 
increase the risks to NATO, specifically the Baltic countries. 
Russia’s malign activities are effective in Eastern Europe be-
cause they are supported by a dangerous military threat.

Russia is employing an efficient, full-spectrum “whole-
of-Russia” approach. The dichotomy between hybrid and 
conventional is a false one—Russia does not distinguish or 
compartmentalize warfare as the West does. This wholis-
tic view confounds analysts who explain Russian behavior 
through Western constructs. Instead, when understand-
ing Russia, and China, we should simplify their actions to 
one—warfare.

Endnotes

1. Department of the Army, Training and Doctrine Command (TRADOC) 
Pamphlet 525-3-1, The U.S. Army in Multi-Domain Operations 2028 (Fort 
Eustis, VA: TRADOC, 6 December 2018), 9.

2. Department of the Army, Army Techniques Publication 2-01.3, Intelligence 
Preparation of the Battlefield (Washington, DC: U.S. Government Publishing 
Office [GPO], 1 March 2019).

3. Vladimir Gerdo, “Russia to React to US-NATO Exercise Defender 2020 in 
Europe,” TASS, 4 February 2020, https://tass.com/politics/1116409.

4. Office of the Joint Chiefs of Staff, Russian Strategic Intentions, A Strategic 
Multilayer Assessment (SMA) White Paper (Washington, DC, May 2019), 
https://www.politico.com/f/?id=0000016b-a5a1-d241-adff-fdf908e00001.

5. Figure adapted by authors from original Russian National Security Strategy 
document available on the Russian Security Council website, 31 December 
2015.

6. Department of the Army, Army Doctrine Publication 3-0, Operations 
(Washington, DC: U.S. GPO, 31 July 2019), 5-2.

7. Charles K. Bartles, “Recommendations for Intelligence Staffs Concerning 
New Generation Warfare,” Military Intelligence Professional Bulletin 43, no. 4 
(October–December 2017): 10-17.

8. Department of the Army, TRADOC Pamphlet 525-3-1, U.S. Army in Multi-
Domain Operations, iii.

The American way of war must evolve if we are to successfully thwart the aims of our 
adversaries in competition or to defeat them in conflict.8

  —GEN Stephen J. Townsend
Statement made as Commander, U.S. Army Training and Doctrine Command, currently Commander, U.S. Africa Command
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Figure 10. Black Sea/Caucasus Region

Figure 11. Balkans/NATO’s Southern Flank
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